Progress on the Projects (in August 2023)

> 79 ISPs have participated in the projects.

> A survey on about 113 million IP addresses of the ISPs was conducted.

> NOTICE: 5,055 devices were detected and ISPs have been notified.

> NICTER: 1,088(daily avg.) devices were detected and ISPs have been notified.
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(The survey was canceled in Apr 2020)
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